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The implications of COVID-19 have accelerated digital adoption. The increasing use of

technology to work, play, and stay connected have shaped new digital habits.

Internet Users
& 

Smart Phones

Internet revolution and rapid
digital adoption during the last 2
years are driving everyone shift
their business online

Tech Adoption

High Technological adoption
by internet users and
businesses.

Online Business

Bustling E-Commerce 
adopting niche technologies .

Generation Z

Tech Freak Gen –Z driving 
the digitization worldwide 

Digitalization Factors





SocialEngineering
The hacking of humans

Using knowledge of human
behavior to elicit a defined
response.



Types of Cyber Attack





Attack Methodology



Honeytraps



Generative AI Tools for Cyber Crime



DeepFakes

➢ Deepfake is a type of artificial intelligence used to 

create convincing images, audio and video hoaxes.

➢ Spread misinformation and inspire misunderstanding, 

fear or mislead.

➢ Create false narratives of people or group

➢ Create revenge porn to impact their integrity.

➢ Generate a specific public image for the subject (and 

sometimes make a one of themselves that contrasts 

and depends on the subject’s falsified public image)

➢ Censure or mock the subject for deception

➢ Societal unrest 



Phishing Attack





Social Engineering Attacks

Cyber Frauds          

in 2022









How to Report Cyber Crime

www.cybercrime.gov.in



Reach out for Guidance

www.linkedin.com/in/smayub



LET'S DISCUSS

ayub@huntmetrics.tech
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